Personal Identity Verification Interoperability (PIV-I)

Non Federal Issuers (NFI) PKI
 Application Template

This is an application for recognition as a NFI of PIV-I PKI identity credentials. A prerequisite for filling-out this application is that the organization (stated below) currently has an existing direct cross-certificate with the Federal Bridge Certification Authority (FBCA) at the Medium Hardware assurance level. If you have any questions about this application, contact the Federal PKI Webmaster at fpki.webmaster@gsa.gov. 
​​
Organization Information

Organization Name:



Organization Address:



Contact Information

Please provide name and contact information for a primary and alternate point of contact (POC).

	Primary POC

Name:



Title:



Email:



Phone:



Address: ______________________________


	Alternate POC

Name:



Title:



Email:



Phone:



Address:  





Cross-Certification Date
By requesting addition to the PIV-I Cross Certification list that is maintained by the Federal government, we need you to provide your organizations cross-certification date with the FBCA at the Medium Hardware Level of Assurance (LOA) (e.g. day month year).

[Insert your Organization Name here] received a cross-certificate from the FBCA on [Insert the day month year here].
Federal PKI and PIV-I Cross Certification Level(s)
Check all additional levels that your organization wants a cross-certificate issued from the FBCA. Note: The FBCA Medium Hardware assurance level is not listed below since the Organization currently has an existing direct cross-certificate with the FBCA at this LOA.
	
	FBCA Rudimentary
	
	FBCA Medium Hardware CBP

	
	FBCA Basic
	
	PIV-I Hardware

	
	FBCA Medium
	
	PIV-I Card Authentication

	
	FBCA Medium CBP
	
	PIV-I Content Signing


List all the qualifying policy Object Identifiers (OID) and the certificate path back to the trust anchor.

	


Proposed Business Model
List all of your customers (i.e. categories) that you plan to issue PIV-I NFI PKI identity credentials:
	



Signature(s)
A senior official (an officer or executive) of the organization that operates the PKI must sign and date this application.
The above information is true and correct to the best of my knowledge and belief.

Name:



Title:



Signature:



Date:


If this PKI subordinates to a Bridge that has a valid cross-certificate with the FBCA at the assurance level of Medium Hardware, then a senior official that operates the Bridge must sign and date this application endorsing this PKI to issue PIV-I NFI PKI identity credentials.  
The above information is true and correct to the best of my knowledge and belief.

Name:



Title:



Signature:



Date:
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