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To:

<Entity Name>
From:

Secretariat, Federal PKI Policy Authority (FPKIPA)
Date:

<date>
Subject:
Information Required to Cross-Certify with the Federal Bridge CA (FBCA) 

Your application to cross-certify with the Federal Bridge Certification authority (FBCA) has been approved by the Federal Public Key Infrastructure Policy Authority (FPKIPA). The following information is required to complete the cross-certification process:

Verify that the Policy Object Identifiers (OIDs) identified in the table below match your Certificate Policy and your expectations of the mapping to the FBCA Certificate Policy.
<The following table will be edited to match the entity Applicant FPKI Certification Evaluation Requirements and any changes that may have taken place during the mapping process.  Ensure the responses agree with the MOA.>
	FBCA Level of Assurance
	Applicant Assurance

	Rudimentary

2.16.840.1.101.3.2.1.3.1

[id-fpki-certpcy-rudimentaryAssurance]
	<Applicable Applicant OID>


	Basic

2.16.840.1.101.3.2.1.3.2

[id-fpki-certpcy-basicAssurance]
	<Applicable Applicant OID>

	Medium

2.16.840.1.101.3.2.1. 3.3 

[id-fpki-certpcy-mediumAssurance]
	<Applicable Applicant OID>

	Medium Commercial Best Practices

2.16.840.1.101.3.2.1. 3.14

[id-fpki-certpcy-medium-CBP]
	<Applicable Applicant OID>

	Medium Hardware

2.16.840.1.101.3.2.1. 3.12

[id-fpki-certpcy-mediumHardware]
	<Applicable Applicant OID>

	Medium Hardware Commercial Best Practices

2.16.840.1.101.3.2.1. 3.15

[id-fpki-certpcy-mediumHW-CBP]
	<Applicable Applicant OID>

	High (Federal Agency Applicants Only)

2.16.840.1.101.3.2.1. 3.5

id-fpki-certpcy-highAssurance]
	<Applicable Applicant OID>

	PIV-I Hardware

2.16.840.1.101.3.2.1. 3.18

id-fpki-certpcy-pivi-hardware 
	<Applicable Applicant OID>

	PIV-I cardAuth
2.16.840.1.101.3.2.1. 3.19

id-fpki-certpcy-pivi-cardAuth 
	<Applicable Applicant OID>

	PIV-I contentSigning
2.16.840.1.101.3.2.1. 3.20

id-fpki-certpcy-pivi-contentSigning 
	<Applicable Applicant OID>

	mediumDevice

2.16.840.1.101.3.2.1. 3.37

id-fpki-certpcy-mediumDevice
	<Applicable Applicant OID>

	mediumDeviceHardware

2.16.840.1.101.3.2.1. 3.38

id-fpki-certpcy-mediumDeviceHardware
	<Applicable Applicant OID>


Provide the following Point of Contact (POC) information:

A. Organization Name:    
B. Organization Headquarter mailing address:
C. Contact and mailing address for certificate and request exchange: 

Name of agency Authorized Official 

Identity of 1st Alternate POC: 

Name:   

Email:   

Phone: 

Identity of 2nd Alternate POC: 

Name: 

Email: 

Phone: 

Identity of PKI Site Manager: 

Name: 

Email: 

Phone: 

Identity of Alternate PKI Site POC: 

Name: 

Email: 
Phone:
Provide the following information for inclusion in the cross-certificate to be issued from the FBCA:
A. Subject Distinguished Name (DN): 

B. subjectKeyIdentifier: so it can be compared with the Subject Key Identifier (SKI) that will be included in the certificate request (PKCS#10)
C. subjectInfoAccess: 
http://
ldap://   
D. nameConstaints: (critical)  (These name constraints will be included in the cross-certificate issued to your CA; please review.) 
Permitted:  <filled in prior to sending to entity>
Excluded: <filled in prior to sending to entity>
Any other optional certificate extensions requested, if appropriate.


