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Operational Parameters Review for                            <Applicant PKI Name>
<date>
At previous CPWG meetings, existing <Applicant Name> documentation was reviewed in order to answer the questions below.

The following <Applicant Name> documents were reviewed while performing this analysis:

1) <Applicant Name> Certificate Policy version < version #>
2) <Applicant Name> PKI Certification Practice Statement version < version #>
3) <Other documents>
As part of the operational parameters review, the following tasks were performed and findings noted: 
	Task Performed
	Findings

	Consistency check between the information in the application and in <Applicant Name> PKI’s documentation.
	<Findings>

	Verification that the <Applicant Name> PKI is owned by <Corporation Name> - inquiry into whether the corporate governance is consistent with the PKI policy.   
	<Findings>

	Review of the <Applicant Name> PKI’s governance structure to ensure that it can enforce compliance with requirements stated in <Applicant Name> PKI Policy documentation (e.g., waivers to Certificate Policy requirements are disallowed or require a formal approval process, resolution processes are identified for any conflicts internal to that PKI).  
	<Findings>

	Review of the <Applicant Name> PKI’s Policy documentation, in its entirety, and identification of representations, warranties, or requirements that the <Applicant Name> PKI would place upon the Federal Bridge or any parties who choose to rely on certificates issued by the <Applicant Name> PKI through trust established by Federal Bridge cross-certificates (e.g., notification requirements, participation on the <Applicant Name> PKI governance board, relying party agreements, certificate usage restrictions, warranty restrictions, fees).  <Include a description of any such requirements in the Findings.>  
	<Findings>

	Architectural configuration review of the <Applicant Name> PKI Technical documentation to assess mechanisms implemented to establish trust in Certification Authorities that are part of the PKI and to obtain certificate status information, as well as to ensure that parties relying on trust relationships through the Federal Bridge will be able to establish trust and determine certificate status information for certificates issued by the <Applicant Name> PKI.  
	<Findings>


