Spring 2013 ICAM Information Sharing Day
June 18, 2013, 8:00 a.m. – 4:00 p.m.
Agenda
	Time
	Description
	Speaker/Moderator

	8:00 - 9:00
	Registration

	9:00 - 9:10
	Welcome and Opening Remarks (Room 203)
	Deb Gallagher (GSA), 
Paul Grant (DoD)

	9:10 - 9:30
	FIPS 201/FICAM Testing Program Update (Room 203)
	Chi Hickey (GSA)

	9:30 - 10:30
	Panel Discussion: Attribute Exchange and Information Sharing in Action (Room 203)
Panelists will share the latest updates on technology and approaches for attribute exchange and the importance of information sharing and safeguarding to the national cybersecurity agenda.
	Anil John (GSA), moderator
Panelists:
· Martin Smith (PM-ISE)
· Nathaniel (Ted) Sobel (DHS)
· David Coxe (ID DataWeb, Inc.)
· Dieter Schuller (Radiant Logic)
· John F. Wandelt (GTRI)

	10:30 - 11:30
	Externalizing Authentication Presentation (Room 203)
Panelists will provide insights into how Agencies can externalize authentication using shared services. Participants include members of the OMB MAX Authentication Team as well as members of the Federal Cloud Credential Exchange (FCCX) Team. 
	Anil John (GSA), moderator
Presenters: 
· Phil Wenger (OMB)
· Doug Glair (USPS)

	11:30 - 12:30
	Lunch Break (lunch not provided)

	11:30 - 3:30
	Vendor Expo (Room 201)

	12:30 - 1:15
	Breakout Session 1 
Attendees can select to attend 1 of the 4 available breakout sessions during each time slot:
· FICAM Procurement* (Room 901) 
A discussion of agency challenges and gaps in procuring products and services from the Approved Products List. Potential discussion topics include understanding of testing and approval information for products, development of acquisition language that complies with policy and meets agency needs, and defining acquisition requirements for relevant ICAM systems.
· Driving Mobility Forward with ICAM (Room 701A)
A discussion around near field communication (NFC) testing that has been done to date with the DoD Common Access Card (CAC) as well as related policy intended to support a mobile, remote workforce.
· Enterprise PACS Solution Best Practices (Room 301)
A discussion of lessons learned, solutions, and processes to support implementation of agency-wide enterprise PACS and PIV-enablement. Potential discussion topics include managing risk, designing an enterprise PACS, and migrating to strong authentication using the PIV Card.
· Realizing the Value of ICAM (Room 701B)
A discussion of how to plan, implement, and measure an agency ICAM program focused on efficiency, cost-savings, and value. Potential discussion topics include the strategic importance of ICAM as a mission enabler, messaging ICAM to leadership, prioritizing and securing investments, and selecting cost-effective design and solutions for implementation.

	1:20 - 2:05
	Breakout Session 2

	2:10 - 2:35
	Accelerating the Implementation Timeline and Reducing the Cost of PIV in Application by Using Cloud Services
(Room 203)
	Ken Ammon (Xceedium)
Tim Bixler (Amazon Web Services)

	2:35 - 3:35
	Panel Discussion: Tackling an Evolving Mobile Environment (Room 203)
Panelists will discuss approaches for addressing common mobility and security-related challenges. Panel will include agency representatives at different stages of program planning and execution, as well as participants from policy and technical viewpoints.
	Donna Dodson, (NIST) moderator
Panelists: 
· Tom McCarty (DHS)
· [bookmark: _GoBack]John Hickey (DISA)
· Adam Zeimet (USDA)

	3:35 - 3:55
	OMB ICAM Update* (Room 203)
	Carol Bales (OMB)

	3:55 - 4:00
	Closing Remarks (Room 203)
	Salomeh Ghorbani (GSA)


* Government only, PIV required for entrance
