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Operational Parameters Review for                            <Applicant Bridge Name>
<date>
At previous CPWG meetings, existing <Applicant Bridge Name> documentation was reviewed in order to answer the questions below.

The following <Applicant Bridge Name> documents were reviewed while performing this analysis:

1) <Applicant Bridge Name> Certificate Policy version < version #>
2) <Applicant Bridge Name> PKI Certification Practice Statement version < version #>
3) <Other documents>
As part of the operational parameters review, the following tasks were performed and findings noted: 
	Task Performed
	Findings

	Verification that the nature of the relationship between <Applicant Bridge Name> and its member PKIs, including the following:

a.    Is the <Applicant Bridge Name> cognizant authority authorized to speak and act on behalf of its membership?

b.     Is the <Applicant Bridge Name>cognizant authority authorized to enter into a formal relationship with the FPKIPA?

c.    Does a member of <Applicant Bridge Name> operate the Applicant Bridge or lead the Applicant Bridge’s Policy Authority while also participating as a member PKI? 

d.    Has a dispute resolution mechanism been identified?
	<Findings>

	Review of <Applicant Bridge Name>'s Architecture information to identify standards and procedures used by members of <Applicant Bridge Name> to determine trust relationships across the bridge and to obtain certificate status information.  Ensure that parties relying on trust relationships between the Federal Bridge and <Applicant Bridge Name> will be able to establish trust and determine certificate status information for certificates issued by the Applicant PKI.
	<Findings>

	Review of <Applicant Bridge Name>'s criteria and methodology documentation to ensure that <Applicant Bridge Name> performs the following activities.

a.    Policy Mapping: Does <Applicant Bridge Name>  perform an independent mapping of PKIs seeking to become members?  Are all requirements in <Applicant Bridge Name>’s own CP mapped?

b. Compliance Audit: Does <Applicant Bridge Name> require that an independent compliance audit be performed by any PKI seeking membership?  Does the scope of the compliance audit include all requirements in the CP?  Does <Applicant Bridge Name> ensure that updated compliance audits are provided by its members as required by the compliance audit schedule requirements in the CP?

c.    MOA Execution:  How does <Applicant Bridge Name> contract with its members? Does this contracting mechanism address rights and obligations of <Applicant Bridge Name> and its member PKIs that are comparable with the rights and obligations imposed by the Federal Bridge on its Member PKIs?
d.    Analysis of Parameters: Does <Applicant Bridge Name> evaluate its own applicants’ operational parameters to ensure that they are not in conflict with <Applicant Bridge Name>’s own operations?  Or do they have another mechanism that is comparable in effect?  

e.    Technical Interoperability Testing: Does <Applicant Bridge Name> perform technical interoperability testing to ensure that its own applicants are operated so as not to create technical interoperability issues?  Are any issues and solutions documented?  Will any issues and solutions be provided to the FPKI?

f.    Changes to Applicant Bridge’s CP: Does <Applicant Bridge Name> have a process for ensuring that any changes to its CP are mirrored by its Member PKIs or do not conflict with Member PKIs CPs?  Is there a mechanism in place to ensure that CP changes, if necessary, have been implemented by its member PKIs?

g.     Changes to Member CPs: Does <Applicant Bridge Name> require that its member PKIs submit any changes to their own CPs to <Applicant Bridge Name>?  Does <Applicant Bridge Name> have a process in place to review changes to ensure continued compliance with <Applicant Bridge Name>’s CP?
	<Findings>


