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To: 

Federal PKI Policy Authority (FPKIPA)
From: 

Federal PKI Certificate Policy Working Group (CPWG)

Date:

< date >
Subject:
Mapping Recommendation for <Entity> Certificate Policy 

                        to the Federal Bridge Certification Authority (FBCA) <policies>

The Certificate Policy Working Group (CPWG) conducted an analysis of the <Entity> Applicant FPKI Certification Evaluation Requirements  and the <Entity> response to policy mapping concerns presented by the Federal Bridge Certification Authority (FBCA) CPWG Mapping Process.   This analysis was conducted to identify the <policy> mapping parameters that need to be incorporated into <Entity>'s Certificate Policy.  The CPWG determined that the <Entity> Certificate Policy maps to the FBCA <policy(ies)> requirements. 

For this policy mapping, the <Entity> Certificate Policy document, version <>, dated <>, <list of other Entity relevant> documents were used to satisfy the <policy> assurance requirements as established by the approved FPKIPA/CPWG Certificate Policy mapping matrices.

The Certificate Policy Working Group initially met on <date> to map the <Entity> Certificate Policy against the FBCA <levels of assurance> policy(ies).  The CPWG reviewed the analysis of the <Entity> Applicant FPKI Certification Evaluation Requirements .  A number of issues were identified during the course of the review.  The CPWG determined that some mapping requirements were not explicitly addressed: <list of requirements not explicitly addressed>.  

The CPWG provided <Entity> with a list of issues, and requested the referenced documents or the sections of those documents that addressed our concerns.  <if necessary, include and build out the following sentence/thought: The CPWG suggested ....>  The CPWG met with representatives of <Entity> on <date> to explain the issues.

Subsequently, <Entity> provided a response for each issue identified.  Where the issue was addressed in one of the referenced documents, <Entity> provided excerpts that described how <Entity> met the FBCA requirement.  

The <Entity> response was electronically distributed to all CPWG members.  The CPWG reviewed the <Entity> response and all issues were considered successfully resolved.  The CPWG approved the mapping recommendation without dissent.

The CPWG recommends that the FPKIPA approve the policy mapping of the <Entity> Certificate Policy to the FBCA <levels of assurance> Certificate Policy.

Attendance at CPWG meetings where <Entity> was discussed is provided below.  

<date> LIST OF ATTENDEES:

	NAME
	Organization

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


Policy Mapping Recommendations
	FBCA Level of Assurance
	Applicant Assurance

	Rudimentary

2.16.840.1.101.3.2.1.3.1

[id-fpki-certpcy-rudimentaryAssurance]
	<Applicable Applicant OID>


	Basic

2.16.840.1.101.3.2.1.3.2

[id-fpki-certpcy-basicAssurance]
	<Applicable Applicant OID>

	Medium

2.16.840.1.101.3.2.1. 3.3 

[id-fpki-certpcy-mediumAssurance]
	<Applicable Applicant OID>


	Medium Commercial Best Practices

2.16.840.1.101.3.2.1. 3.14

[id-fpki-certpcy-medium-CBP]
	<Applicable Applicant OID>


	Medium Hardware

2.16.840.1.101.3.2.1. 3.12

[id-fpki-certpcy-mediumHardware]
	<Applicable Applicant OID>


	Medium Hardware Commercial Best Practices

2.16.840.1.101.3.2.1. 3.15

[id-fpki-certpcy-mediumHW-CBP]
	<Applicable Applicant OID>


	High (Federal Agency Applicants Only)

2.16.840.1.101.3.2.1. 3.5

id-fpki-certpcy-highAssurance]
	<Applicable Applicant OID>

	PIV-I Hardware

2.16.840.1.101.3.2.1. 3.18

id-fpki-certpcy-pivi-hardware 
	<Applicable Applicant OID>


	PIV-I cardAuth
2.16.840.1.101.3.2.1. 3.19

id-fpki-certpcy-pivi-cardAuth 
	<Applicable Applicant OID>


	PIV-I contentSigning
2.16.840.1.101.3.2.1. 3.20

id-fpki-certpcy-pivi-contentSigning 
	<Applicable Applicant OID>


	mediumDevice

2.16.840.1.101.3.2.1. 3.37

id-fpki-certpcy-mediumDevice
	<Applicable Applicant OID>


	mediumDeviceHardware

2.16.840.1.101.3.2.1. 3.38

id-fpki-certpcy-mediumDeviceHardware
	<Applicable Applicant OID>












