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Office of Government-wide Policy
Office of Technology Strategy
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Washington, DC 20405


Introduction
This form serves as official Supplier notification to the FIPS 201 Evaluation Program Laboratory that an update to a Supplier's product or service, which is currently listed on the Approved Products List, has been made. In order for the updated version to be listed on the Approved Products List (APL), the Lab will analyze, review, and test the updates made to the product or service for compliance against the Program’s Requirements.

When submitting an updated Product/Service, ensure that the necessary documentation that articulates the exact changes is sent to the Lab. Examples of such documentation include diagrams/drawings, configuration management documents, developer/release notes, product literature, and samples.
[bookmark: _GoBack]Directions
Complete this form in its entirety. Incomplete forms will not be accepted by the Lab for review. NOTE: The original part number must be used for an upgraded product. 
When complete, print this form and sign in blue or black ink. Scan the signed document and send to the Lab for review. 
If multiple products and components are being updated, replicate the Previously Approved Product/Service and Updated Product/Service tables below as many times as are needed for each component.

Contact Information
	Name
	

	Company Name
	

	Address 1
	

	Address 2
	

	City
	
	State/Province
	

	Zip/Postal
	
	Country
	

	Phone
	





Product/Service Information
Repeat these two tables for each component in the solution.  Please delete unused pairs.
Table 9 - Previously Approved Product/Service
	Manufacturer Name
	

	Product/Service Name
	

	Part Number
	

	APL #
	

	Revision/Version
	H/W
	
	S/W
	
	F/W
	


	
Table 10 - Updated Product/Service
	Product/Service Name
	

	Product/Service Version
	H/W
	
	S/W
	
	F/W
	


[bookmark: page2]

Table 9 - Previously Approved Product/Service
	Manufacturer Name
	

	Product/Service Name
	

	Part Number
	

	APL #
	

	Revision/Version
	H/W
	
	S/W
	
	F/W
	


	
Table 10 - Updated Product/Service
	Product/Service Name
	

	Product/Service Version
	H/W
	
	S/W
	
	F/W
	


	

Table 9 - Previously Approved Product/Service
	Manufacturer Name
	

	Product/Service Name
	

	Part Number
	

	APL #
	

	Revision/Version
	H/W
	
	S/W
	
	F/W
	


	
Table 10 - Updated Product/Service
	Product/Service Name
	

	Product/Service Version
	H/W
	
	S/W
	
	F/W
	


	

Table 9 - Previously Approved Product/Service
	Manufacturer Name
	

	Product/Service Name
	

	Part Number
	

	APL #
	

	Revision/Version
	H/W
	
	S/W
	
	F/W
	


	
Table 10 - Updated Product/Service
	Product/Service Name
	

	Product/Service Version
	H/W
	
	S/W
	
	F/W
	


	

Table 9 - Previously Approved Product/Service
	Manufacturer Name
	

	Product/Service Name
	

	Part Number
	

	APL #
	

	Revision/Version
	H/W
	
	S/W
	
	F/W
	


	
Table 10 - Updated Product/Service
	Product/Service Name
	

	Product/Service Version
	H/W
	
	S/W
	
	F/W
	


	

Table 9 - Previously Approved Product/Service
	Manufacturer Name
	

	Product/Service Name
	

	Part Number
	

	APL #
	

	Revision/Version
	H/W
	
	S/W
	
	F/W
	


	
Table 10 - Updated Product/Service
	Product/Service Name
	

	Product/Service Version
	H/W
	
	S/W
	
	F/W
	


	

Table 9 - Previously Approved Product/Service
	Manufacturer Name
	

	Product/Service Name
	

	Part Number
	

	APL #
	

	Revision/Version
	H/W
	
	S/W
	
	F/W
	


	
Table 10 - Updated Product/Service
	Product/Service Name
	

	Product/Service Version
	H/W
	
	S/W
	
	F/W
	


	

Table 9 - Previously Approved Product/Service
	Manufacturer Name
	

	Product/Service Name
	

	Part Number
	

	APL #
	

	Revision/Version
	H/W
	
	S/W
	
	F/W
	


	
Table 10 - Updated Product/Service
	Product/Service Name
	

	Product/Service Version
	H/W
	
	S/W
	
	F/W
	


	
Product/Service Updates
For hardware, software, or firmware, indicate the reasons for the change(s) to the components.  If you are adding a new component to an existing system, indicate so in the appropriate boxes below.
Hardware
	Description & Purpose for Change

	



	Possible Effects on FIPS 201 Requirements

	


Software
	Description & Purpose for Change

	



	Possible Effects on FIPS 201 Requirements

	


[bookmark: _Hlk480030936]Firmware
	Description & Purpose for Change

	



	Possible Effects on FIPS 201 Requirements

	


Cryptographic Modules
Provide the following information for each component that performs cryptographic nonces and signature verification in your solution, both for registration and time of access.  If you are working with a lab to complete your FIPS 140-2 listing, please attach with this form, a letter of engagement or scope of work on the lab’s letterhead. For additional modules, please copy this page and include it with your response.  Applications will be approved only if this section is completed.
	Name of component
	Click or tap here to enter text.
	Cryptographic Operations
	Nonce: ☐  Sig Verification:☐  Encrypt: ☐  Decrypt: ☐

	Operating system name
	Click or tap here to enter text.

	Operating system version
	Click or tap here to enter text.
	Processor type
	Click or tap here to enter text.
	Processor version
	Click or tap here to enter text.
	FIPS 140-2 CMVP certificate number
	Click or tap here to enter text.
	Name of lab performing testing
	Click or tap here to enter text.


	Name of component
	Click or tap here to enter text.
	Cryptographic Operations
	Nonce: ☐  Sig Verification:☐  Encrypt: ☐  Decrypt: ☐

	Operating system name
	Click or tap here to enter text.

	Operating system version
	Click or tap here to enter text.
	Processor type
	Click or tap here to enter text.
	Processor version
	Click or tap here to enter text.
	FIPS 140-2 CMVP certificate number
	Click or tap here to enter text.
	Name of lab performing testing
	Click or tap here to enter text.


	Name of component
	Click or tap here to enter text.
	Cryptographic Operations
	Nonce: ☐  Sig Verification:☐  Encrypt: ☐  Decrypt: ☐ 

	Operating system name
	Click or tap here to enter text.

	Operating system version
	Click or tap here to enter text.
	Processor type
	Click or tap here to enter text.
	Processor version
	Click or tap here to enter text.
	FIPS 140-2 CMVP certificate number
	Click or tap here to enter text.
	Name of lab performing testing
	Click or tap here to enter text.






Signature
By Signing this form below the Supplier agrees that all changes made to the Product or Service disclosed herein meet the Program Requirements. 

	 Signature (VP or higher)
	
	Date
	

	Name (Print)
	

	Title
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